
Oznaczenie sprawy [Z20/2025]


ZAPYTANIE OFERTOWE/OGŁOSZENIE O UDZIELENIE ZAMÓWIENIA


	1. 
	Zamawiający

Caritas Polska

Adres siedziby:
ul. Okopowa 55 
01 - 043 Warszawa 

telefon:+48 22 3348500
e-mail: 	zakupy@caritas.org.pl


Podstawa prowadzenia postępowania – Polityka Zakupowa Caritas Polska z dnia 28 lutego 2022 r. z późn. zm, 
Do postępowania nie stosuje się ustawy z dnia 11 września 2019 r. Prawo zamówień publicznych z późn. zm.
Zastosowana procedura zakupowa (tryb wyboru) – Rozeznanie rynku
 
Osoba wyznaczona do kontaktu w ramach prowadzonego postępowania o udzielenie zamówienia:

Łukasz Przybyszewski
Specjalista ds. bezpieczeństwa w Caritas Polska  
tel. +48 735 255 142
e-mail: lprzybyszewski @caritas.org.pl







	2. 

	· Przedmiot zamówienia (opis przedmiotu zamówienia)

Przedmiot zamówienia:

Caritas Polska w ramach podniesienia poziomu gotowości i odporności do niesienia pomocy humanitarnej zleci wykonanie i wdrożenie zintegrowanego systemu informatycznego do zarządzania kryzysowego i incydentami bezpieczeństwa

Opis przedmiotu zamówienia:

· Przedmiotem zamówienia jest:


Zadanie do wykonania w ramach zlecenia:

Wykonanie i wdrożenie zintegrowanego systemu informatycznego do zarządzania kryzysowego i incydentami bezpieczeństwa

1. Cel projektu
Cel główny:

Cel nadrzędny projektu to zwiększenie skuteczności i bezpieczeństwa reagowania Caritas Polska na sytuacje kryzysowe, poprzez centralne i zintegrowane narzędzie z repozytorium wiedzy, w którym możliwe będzie zarządzanie procesami i procedurami zarządzania kryzysowego oraz zarządzania bezpieczeństwem, zgodnie z procedurami Caritas Polska i wymaganiami Ustawy o ochronie ludności i obronie cywilnej.
Pozwoli to w sposób bardziej transparentny, zsynchronizowany, mierzalny, weryfikowalny i skuteczny realizować zadania w zakresie pomocy humanitarnej, wsparcia dla organów ochrony ludności i obrony cywilnej.

Poprzez zapewnienie pracownikom i wolontariuszom Caritas Polska możliwości działania w jednolitym i intuicyjnym środowisku operacyjnym, we wszystkich fazach zarządzania kryzysowego będą osiągnięte następujące cele:

· Zmniejszenie czasu reakcji na incydenty i kryzysy wg. kryteriów i wskaźników opisanych poniżej celem zapewnienia bezpieczeństwa pracownikom i wolontariuszom Caritas Polska, co zapewni dwukierunkowa funkcja alarmowa systemu, przydzielanie i monitorowanie realizacji zadań oraz synchronizacja danych pomiędzy modułem zarządzania kryzysowego a aplikacją mobilną.
· pracownicy i wolontariusze Caritas Polska będą mogli korzystać z bazy wiedzy, procedur i zasad postępowania oraz brać udział w testach bezpieczeństwa, aby podnieść swoją świadomość i odporność w sytuacjach kryzysowych
· kadra zarządzająca bezpieczeństwem i ryzykiem w organizacji będzie mogła korzystać z danych statystycznych i procesowych, aby podnosić jakość zarządzania kryzysowego i kapitału ludzkiego

Zakładane wskaźniki realizacji celów:

· Szybsze reagowanie na incydenty

· Mierniki: TTA (czas do potwierdzenia: zgłoszenie → pierwszy alarm), TTE (czas eskalacji), czas zebrania zespołu reagowania na incydenty.
· Target: TTA ≤ 10 min, TTE ≤ 15 min, zebranie zespołu ≤ 30 min od alarmu.

· Szybsze reagowanie na kryzysy

· Mierniki: TTA (zgłoszenie → pierwsze powiadomienie), TTE (czas eskalacji), czas kompletacji zespołu zarządzania kryzysowego.
· Target: TTA ≤ 10 min, TTE ≤ 45 min, zebranie zespołu zarządzania kryzysowego  ≤ 24h od powiadomienia.


· Wyższe bezpieczeństwo pracowników i wolontariuszy

· Mierniki: odsetek potwierdzonych check-inów po alarmie, czas obsługi sygnału SOS, liczba „osób niezweryfikowanych” po 15 min.
· Target: ≥ 95% potwierdzeń w 15 min; SOS przyjęty i przypisany ≤ 2 min.

· Lepsza koordynacja i wykorzystanie zasobów

· Mierniki: czas przydziału zasobu (diecezje/ludzie/sprzęt), zgodność przydziału z kompetencjami/rolami, odsetek konfliktów zasobów.
· Target: przydział ≤ 10 min od klasyfikacji zdarzenia; konflikty ≤ 2%/mies.

· Transparentność i rozliczalność działań

· Mierniki: odsetek incydentów z pełnym AAR (After Action Review - przegląd po akcji), w 72 h, kompletność dziennika decyzji, terminowość raportów.
· Target: AAR ≥ 90%; raport końcowy ≤ 24 h dla P1.

· Odporność operacyjna i ciągłość działania

· Mierniki: dostępność usług operacyjnych w kryzysie, RTO/RPO (Recovery Time Objective - Cel Czasu Odzyskiwania; RPO - Cel Punktu Odzyskiwania), wynik testów BCP/DR (BCP - Business Continuity Plan - Plan Ciągłości Działania; DR - Disaster Recovery - Plan Odzyskiwania po Awarii).
· Target: dostępność ≥ 99,5%; RTO ≤ 4 h, RPO ≤ 1 h; testy BCP/DR kwartalnie, skuteczność ≥ 95%.

· Zgodność i współpraca z organami ochrony ludności i obrony cywilnej/partnerami

· Mierniki: kompletność danych dot. posiadanych sił i środków oraz danych operacyjnych, czas udostępnienia raportu do organów ochrony ludności i obrony cywilnej i/lub organizacjami partnerskimi, zgodność danych i procedur raportowania z wymogami wynikającymi z umowy cywilno-prawnej z organem ochrony lub podmiotem ludności i obrony cywilnej i organizacjami partnerskimi.
· Target: 100% kompletności; raport do organów i partnerów ≤ 24 h.


Mierniki i plan pomiaru:

· Cel roczny: osiągnięcie celów z sekcji „Wskaźniki realizacji celów”.
· Prowadzenie metryk przez Biuro Bezpieczeństwa i Wolontariatu dashboard live dla operacji.
· Weryfikacja: wyniki TTA/TTE/AAR z ćwiczeń alarmowych/reagowania kryzysowego.
· Audyt zgodności (RODO/logi/audyt) bez istotnych niezgodności.


Uzasadnienie potrzeby – diagnoza obecnej sytuacji:
Obecnie Caritas Polska nie dysponuje zintegrowanym systemem informatycznym dedykowanym do zarządzania kryzysowego. Procesy opierają się na rozproszonych i tradycyjnych metodach komunikacji (telefon, SMS, e-mail), co w sytuacjach kryzysowych generuje istotne ryzyka:
· Opóźniony czas reakcji: Brak centralnego kanału komunikacji spowalnia przepływ informacji, co bezpośrednio wpływa na szybkość i skuteczność podejmowanych działań.
· Trudności w koordynacji: Zarządzanie zespołami i zasobami w terenie jest utrudnione, co zwiększa ryzyko chaosu operacyjnego i nieefektywnego wykorzystania potencjału pomocowego.
· Ograniczona świadomość sytuacyjna: Brak narzędzi do monitorowania zdarzeń i lokalizacji pracowników w czasie rzeczywistym uniemożliwia pełną ocenę sytuacji i adekwatne reagowanie.
· Zwiększone ryzyko dla personelu: Pracownicy i wolontariusze nie mają możliwości natychmiastowego zgłoszenia zagrożenia (np. przez przycisk SOS) ani dostępu do ujednoliconych procedur bezpieczeństwa w aplikacji mobilnej.
· Brak spójnej dokumentacji: Ręczne i rozproszone raportowanie utrudnia analizę przeprowadzonych działań, wyciąganie wniosków i optymalizację procedur na przyszłość.
Wdrożenie dedykowanego systemu informatycznego jest odpowiedzią na te wyzwania. Zmieni ono obecną sytuację poprzez minimalizację powyższych ryzyk i stanie się fundamentem dla budowy nowoczesnego, odpornego i bezpiecznego środowiska pracy oraz niesienia pomocy. 

Wymagania operacyjne

· Centralizacja i cyfryzacja zarządzania kryzysowego:
· Stworzenie jednego, spójnego i intuicyjnego cyfrowego systemu do zarządzania sytuacjami kryzysowymi i incydentami bezpieczeństwa w czasie rzeczywistym.
· Zapewnienie natychmiastowej synchronizacji danych pomiędzy aplikacją mobilną, panelem administracyjnym a centrum zarządzania kryzysowego.
· Wzmocnienie gotowości i odporności operacyjnej:
· Podniesienie zdolności operacyjnych Caritas Polska w zakresie planowania, reagowania i analizy zdarzeń.
· Usprawnienie procesów wynikających z misji niesienia pomocy humanitarnej oraz obowiązków ustawowych.
· Gwarancja wysokiej jakości i bezpieczeństwa pomocy:
· Dostarczenie narzędzi do efektywnego zarządzania siłami i środkami podczas działań.
· Wdrożenie mechanizmów, które podniosą jakość i bezpieczeństwo pomocy świadczonej przez Caritas Polska.
· Zwiększenie bezpieczeństwa pracowników i wolontariuszy:
· Zaimplementowanie niezawodnego systemu szybkiego informowania, alarmowania (w tym przycisk SOS i alerty z geolokalizacją) oraz koordynacji działań w terenie.

Kluczowe kryteria sukcesu i odbioru:

Projekt zostanie uznany za zrealizowany po spełnieniu następujących warunków:
· Dostarczenie w pełni funkcjonalnej wersji testowej Systemu, zgodnej ze specyfikacją.
· Wdrożenie stabilnej wersji finalnej Systemu, która zawiera wszystkie opisane funkcjonalności i zostanie pozytywnie zweryfikowana podczas testów.
· Przeprowadzenie pomyślnych testów akceptacyjnych (symulacja działania w trakcie kryzysu) i podpisanie bezusterkowego protokołu odbioru końcowego przez Caritas Polska.

Harmonogram realizacji:
Oczekiwany maksymalny czas realizacji projektu, liczony od daty podpisania umowy, wynosi:
· Do 1 miesiąca: Przygotowanie i przekazanie dokumentacji funkcjonalnej do akceptacji Caritas Polska w celu ustalenia zakresu i harmonogramu wdrożenia.
· Do 3 miesięcy: Wdrożenie wersji testowej.
· Do 6 miesięcy: Wdrożenie wersji finalnej i zakończenie projektu.

2. Wymagania niefunkcjonalne
· System powinien działać w sposób ciągły, nieprzerwany i bezawaryjny (czas dostępności: 99,999% na rok), bezpieczny (szyfrowanie TLS 1.2+/1.3 w tranzycie, AES-256 at-rest). 
· System powinien także być dostępny dla użytkowników z bazy kontaktów pracowniczych Caritas Polska i skalowalny bez proporcjonalnego wzrostu kosztów. 
· Synchronizacja i wymiana danych pomiędzy aplikacją mobilną, panelem administracyjnym aplikacji mobilnej powinna być niezakłócona i zapewniać integralność i redundancję danych. 
· System powinien być intyuicyjny i przyjazny dla użytkownika oraz umożliwiający szybkie wdrożenie nowego użytkownika. 
· Użytkownik powinien móc swobodnie i adekwatnie do posiadanych uprawnień zarządzań i operować zadaniami, priorytetami oraz pracą indywidualną i w zespole zarówno z poziomu przegądarki i aplikacji mobilnej.

SLA:
· Dostępność (produkcja):
· Moduły krytyczne (alarmy, rejestr incydentów): 99,9%/rok.
· Reszta usług: 99,5%/rok.
 
· Pomiary i wyłączenia: definicja „uptime”, metryka niezależna, wyłączone planowe okna serwisowe i siła wyższa. Publiczna strona statusu.
· Okna serwisowe: np. nd 22:00–02:00 CET, zapowiedź ≥ 48 h, „zero-downtime” gdy możliwe.
 
· Wsparcie i czasy reakcji (24/7 dla P1):
 
· P1 - Priorytet krytyczny (najwyższy): reakcja ≤ 15 min, obejście ≤ 2 h, naprawa ≤ 4 h.
· P2 - Priorytet wysoki: reakcja ≤ 1 h, naprawa ≤ 24 h.
· P3 - Priorytet średni (normalny): reakcja ≤ 8 h, naprawa ≤ 5 dni.
· P4 - Priorytet niski: wg planu 


· Prywatność/RODO: minimalizacja danych, zgody na geolokację, retencje i anonimizacja, rezydencja danych UE/PL. 
· Ciągłość: backupy codziennie, testy odtwarzania kwartalnie, ćwiczenia alarmowe. Zarządzanie zmianą: wersjonowanie procedur, roll-back ≤ 15 min.
 
 
3. Architektura systemu
System będzie składał się z trzech w pełni zsynchronizowanych modułów, tworzących jedno spójne środowisko operacyjne przeznaczone do zarządzania incydentami bezpieczeństwa i zarządzania kryzysowego:

· Moduł 1: Aplikacja mobilna (na systemy iOS i Android)
· Narzędzie przeznaczone dla pracowników i wolontariuszy do pracy w terenie. Umożliwia raportowanie, komunikację oraz otrzymywanie zadań i alertów.
· Moduł 2: Panel administracyjny (dostępny przez przeglądarkę)
· Narzędzie webowe przeznaczone do zarządzania użytkownikami, konfiguracji systemu oraz treściami dostępnymi w aplikacji mobilnej i webowej.
· Moduł 3: Aplikacja webowa (Centrum Zarządzania Kryzysowego)
· Dostępna przez przeglądarkę internetową, stanowi centrum operacyjne systemu. Służy do monitorowania sytuacji, planowania, delegowania zadań, przydzielania sił i środków i analizy danych.

4. Zakres funkcjonalny

4.1. Wymagania ogólne (dotyczące całego systemu)
· Branding: Dostosowanie wizualne aplikacji do standardów identyfikacji wizualnej Caritas Polska.
· Użytkownicy: Brak limitu liczby użytkowników (pracowników i wolontariuszy).
· Dostępność: Zapewnienie synchronizacji danych w czasie rzeczywistym pomiędzy wszystkimi modułami.

4.2. Moduł 1: Aplikacja mobilna (iOS/Android)
· Zarządzanie użytkownikiem:
· Profile użytkowników z uprawnieniami zgodnymi z hierarchią w systemie zarządzania kryzysowego.
· Możliwość personalizacji ustawień, w tym tryb "override" dla alarmów (możliwość włączenia alarmu dźwiękowego mimo wyciszenia telefonu).
· System powiadomień i alertów:
· Powiadomienia push dla wszystkich typów komunikatów.
· Przejrzysta lista otrzymanych powiadomień.
· Alerty o zagrożeniach z możliwością geolokalizacji.
· Funkcja alarmowa (przycisk "SOS") do natychmiastowego zgłaszania zagrożenia.
· Zarządzanie incydentami w terenie:
· Możliwość zgłaszania zagrożeń (ze zdjęciem, opisem i lokalizacją).
· Geolokalizacja użytkowników i zgłaszanych zagrożeń na mapie.
· Nawigacja do wskazanych punktów (np. najbliższego schronu, miejsca zbiórki).
· Wsparcie i wiedza:
· Baza wiedzy o bezpieczeństwie dostępna z poziomu aplikacji.
· Baza sił i środków dostępna z poziomu aplikacji.
· Edytor bazy sił i środków dla uprawnionych użytkowników z poziomu aplikacji.
· Dostęp do obowiązujących procedur wraz z interaktywnymi checklistami.
· Checklisty zadań przypisanych do użytkownika.
· Komunikacja i współpraca:
· Panel do komunikacji i współpracy między zdefiniowanymi użytkownikami, zsynchronizowany z aplikacją webową.

4.3. Moduł 2: Panel administracyjny
· Zarządzanie użytkownikami i strukturą:
· Zarządzanie kontami użytkowników, ich rolami i poziomami uprawnień (np. administrator, kierownik, członek zespołu).
· Możliwość tworzenia niestandardowych ról zgodnie ze strukturą Caritas Polska.
· Konfiguracja dostępu do poszczególnych modułów i funkcji dla różnych ról.
· Konfiguracja systemu:
· Definiowanie typów komunikatów (informacyjne, ostrzegawcze, alarmowe), zadań i zagrożeń.
· Zarządzanie szablonami gotowych komunikatów i checklist.
· Definiowanie lokalizacji (punktowe, obszarowe) i powiązanie ich z użytkownikami.
· Oznaczanie stałych punktów na mapie (np. punkty ewakuacyjne, strefy bezpieczeństwa).
· Monitoring aktywności i logów systemowych.
· Zarządzanie treścią:
· Centralny rejestr i edytor bazy wiedzy, procedur, instrukcji, scenariuszy zagrożeń i ćwiczeń.
· Baza sił i środków dostępna z poziomu panelu administracyjnego.
· Edytor bazy sił i środków z poziomu panelu administracyjnego dla uprawnionych użytkowników.
· Synchronizacja zarządzanych treści z aplikacją mobilną i webową.

4.4. Moduł 3: Aplikacja webowa (Centrum Zarządzania Kryzysowego)
· Panel główny (Dashboard):
· Centralny widok umożliwiający monitorowanie statusu użytkowników, zgłoszeń, zadań, powiadomień i alarmów w czasie rzeczywistym.
· Wizualne wskaźniki poziomu gotowości i kluczowych metryk (w tym stanu i przydziału zasobów, tj. sił i środków).
· Zarządzanie ryzykiem i planowanie:
· Moduł do tworzenia ocen ryzyka i analiz zagrożeń (w tym matryca ryzyka).
· Narzędzia do opracowywania planów reagowania na różne scenariusze, w tym wstępnego przydzielenia sił i środków.
· Zarządzanie operacyjne zespołami i zadaniami:
· Wirtualna przestrzeń robocza dla zespołów kryzysowych.
· Tablice Kanban i dashboardy do monitorowania postępu działań.
· Możliwość tworzenia, przypisywania i śledzenia zadań w czasie rzeczywistym.
· Możliwość przydzielania sił i środków do zadań.
· Podgląd statusu realizacji zadań i priorytetów zespołu.
· Komunikacja operacyjna:
· Czat alarmowy do szybkiej komunikacji w sytuacjach kryzysowych.
· Wysyłanie komunikatów indywidualnych i masowych (SMS, push) z wykorzystaniem predefiniowanych szablonów.
· Integracja z Regionalnym Systemem Ostrzegania (RSO) oraz Alertem RCB.
· Mapowanie i geolokalizacja w czasie rzeczywistym:
· Interaktywna mapa do śledzenia lokalizacji zagrożeń i użytkowników oraz przydzielonych użytkownikom sił i środków.
· Możliwość przeglądania i obsługi zgłoszeń przesyłanych z aplikacji mobilnej bezpośrednio na mapie.
· Zarządzanie treścią:
· Centralny rejestr i edytor bazy sił i środków.
· Synchronizacja zarządzanych treści z aplikacją mobilną i panelem administracyjnym.
· Raportowanie i archiwizacja:
· Automatyczne rejestrowanie wszystkich działań, komunikatów i decyzji oraz stanu i przydziału sił i środków.
· Moduł do tworzenia raportów po incydencie.
· Eksport raportów do formatów PDF, XLSX, DOCX.
· Moduł statystyczny do analizy danych historycznych.

5. Zakres opcjonalny (funkcje pożądane)
· Lokalizacja wewnątrz budynków: Możliwość lokalizowania użytkowników w budynkach z wykorzystaniem istniejącej infrastruktury sieciowej (np. punkty dostępowe Wi-Fi).
· Tryb offline: Dostęp do kluczowych funkcji aplikacji mobilnej (np. procedury, checklisty) bez aktywnego połączenia z internetem.

6. Wymagania serwisowe i techniczne
· Kopie zapasowe: Zapewnienie regularnego tworzenia kopii zapasowych danych.
· Aktualizacje: Gwarancja dostępu do przyszłych wersji i aktualizacji aplikacji w ramach licencji.
· Rozwój: Aplikacja musi być zbudowana w sposób umożliwiający dalsze prace rozwojowe i rozbudowę o nowe funkcje zgodnie z potrzebami Caritas Polska.
· Pomoc techniczna: Świadczenie bezpłatnej pomocy technicznej przez cały okres trwania licencji.
· 6. Warunki wdrożenia i licencja
· Licencja: Czasowa, na okres 12 miesięcy od dnia wdrożenia wersji finalnej, z możliwością przedłużenia.
· Czas wdrożenia: Maksymalnie 6 miesięcy od daty podpisania umowy.

Zamawiający udziela zamówienia w częściach, z których każda stanowi przedmiot odrębnego postępowania:
· nie
· tak

W ramach postępowania możliwe jest składanie ofert częściowych:
· nie
· tak



	3. 
	Warunki udziału w postępowaniu (ich niespełnienie oznacza wykluczenie Wykonawcy z dalszego postępowania i odrzucenie oferty)
1. O udzielenie zamówienia mogą ubiegać się Wykonawcy, którzy są osobami prawnymi oraz posiadają wiedzę i doświadczenie niezbędne do należytego wykonania zamówienia albo dysponują odpowiednim potencjałem organizacyjnym i osobami zdolnymi do wykonania zamówienia.
Zamawiający uzna ten warunek za spełniony, jeżeli Wykonawca wykaże:

1) Wykonawca to osoba prawna z min. 5 lat prowadzenia działalności to warunek formalny konieczny
2) Doświadczenie i referencje - Preferowane 5 listów referencyjnych, minimum 2 to warunek formalny konieczny.
3) Przeprowadzenie szkolenia w siedzibie Zamawiającego w Warszawie (onboarding, optymalizacja pracy i korzystania z aplikacji)


 

1. O udzielenie zamówienia nie mogą ubiegać się Wykonawcy, którzy powiązani są kapitałowo lub osobowo z Zamawiającym (Zał. nr 2)
2. Wykonawcy nie spełniający ww. warunków udziału w postępowaniu zostaną wykluczeni z postępowania.
Z postępowania o udzielenie zamówienia wyklucza się również Wykonawców, którzy złożyli nieprawdziwe informacje mające wpływ na wynik prowadzonego postępowania.


	4. 
	Kryteria Oceny Ofert:
1. Przy wyborze ofert Zamawiający kieruje się kryteriami zawartymi w „Tabela oceny punktowej” oraz ceną, przy założeniu następującej proporcjonalności oceny:
1. Cena (C) – 60 %,
2. Pozacenowe kryteria oceny (wynik tabeli oceny punktowej) (D) – 40%.
 
2. Punkty będą przyznawane zgodnie z poniższym sposobem/metodą:
· Obliczanie pkt w kryterium „Cena”:
C = (C najn : C o) x 100 x 0,6
C – liczba punktów przyznana danej ofercie w kryterium „Cena”,
C najn – najniższa cena ofertowa brutto spośród ważnych ofert,
C o – cena ofertowa brutto podana przez Wykonawcę, dla którego wynik jest obliczany.
 
· Obliczanie pkt w kryterium „Wynik tabeli oceny punktowej”:
D = (D o : D najw) x 100 x 0,4
D – liczba punktów przyznana danej ofercie w kryterium „Wynik tabeli oceny punktowej”,
D o – ilość pkt przyznana Wykonawcy, dla którego wynik jest obliczany.
D najw – najwyższa ilość przyznanych pkt spośród ważnych ofert,
 
3. Ocenę z wyliczeń matematycznych na podstawie powyższych wzorów dla poszczególnych ofert stanowić będzie suma punktów (K) przyznanych za poszczególne kryteria zgodnie z wzorem:
K = C + D
4. Za najkorzystniejszą zostanie uznana oferta, która uzyska największą liczbę punktów (K).
Wszystkie obliczenia będą dokonywane z dokładnością do dwóch miejsc po przecinku.

5.Wykonawca powinien zaoferować cenę kompletną, jednoznaczną i ostateczną. Cena oferty powinna być wyrażona cyfrowo i słownie. 
6.Cena oferty winna zawierać wszelkie koszty niezbędne do wykonania zamówienia. Zaoferowane wynagrodzenie uwzględnia wszystkie koszty, jakie poniesie Zamawiający w związku z udzieleniem zamówienia (w tym wszystkie obciążenia publicznoprawne). Wykonawca podaje cenę oferty w kwocie brutto.
7.Wykonawca podaje cenę oferty prawidłowo wypełniając formularz ofertowy stanowiący załącznik nr 1 do Zapytania. Cena musi być wyrażona w złotych polskich, z dokładnością do dwóch miejsc po przecinku.
8.W toku oceny ofert Zamawiający może żądać od oferenta wyjaśnień dotyczących złożonej oferty oraz uzupełnienia dokumentów wymaganych niniejszym zapytaniem.
9. Ocenie podlegają tylko oferty spełniające kryteria wskazane w części 3 zapytania ofertowego. W przypadku braku załączonych do oferty wymaganych niniejszym zapytaniem ofertowym dokumentów Zamawiający wzywa oferenta do uzupełnienia oferty. Zamawiający odrzuci ofertę Wykonawcy, który nie złożył wyjaśnień lub jeżeli dokonana ocena wyjaśnień wraz z dostarczonymi dowodami potwierdza, że oferta zawiera rażąco niską cenę w stosunku do przedmiotu zamówienia.
10.Ponadto Zamawiający może przy ocenie również wziąć pod uwagę takie czynniki jak np. jakość wykonanych usług/świadczeń oraz reputację Wykonawcy. Ocena taka jest oceną ekspercką i jakościową.


	5. 
	Sposób i termin składania ofert
1. Oferent powinien zapoznać się z całością niniejszej dokumentacji i przedstawić ofertę zgodnie z jej wymaganiami.
2. Każdy Oferent może złożyć tylko jedną ofertę zawierającą jedną - jednoznacznie opisaną propozycję obejmującą całość (lub część, o ile składanie ofert częściowych jest dopuszczalne).
3. Oferenci mogą zwrócić się do Zamawiającego o wyjaśnienie treści zapytania ofertowego (przed upływem terminu składania ofert).
4. Ofertę należy złożyć wg wzoru formularza ofertowego (zał. nr 1).
5. Oferta musi być sporządzona w języku polskim.
6. Oferta musi być czytelna, złożona na piśmie, trwałą techniką oraz podpisana przez osobę uprawnioną. Zaleca się, aby wszystkie strony dokumentów składające się na ofertę były kolejno ponumerowane oraz trwale ze sobą zszyte (tylko w przypadku ofert składanych w formie papierowej).

Ofertę należy złożyć w terminie do dnia 07.11.2025 roku do końca dnia w formie skanu pocztą elektroniczną na adres ofertycaritas@caritas.org.pl

7. Zamawiający odrzuci ofertę:
1) złożoną po terminie;
2) złożoną przez wykonawcę niespełniającego warunków udziału w postępowaniu;
3) niezgodną z treścią zapytania ofertowego;
4) zawierającą błędy nie będące oczywistymi omyłkami pisarskimi lub rachunkowymi;
5) [bookmark: _GoBack]jeżeli cena oferty przekracza kwotę, którą Zamawiający przeznaczył na realizację zamówienia;
6) jeśli mimo wezwania do uzupełnienia brakujących dokumentów wymaganych niniejszym zapytaniem ofertowych oferent nie dostarczył dokumentów w wyznaczonym w wezwaniu terminie,
7) jej złożenie będzie stanowiło czyn nieuczciwej konkurencji w rozumieniu przepisów o zwalczaniu nieuczciwej konkurencji.
8. W przypadku, gdy Zamawiający uzna, iż wycena oferty zawiera rażąco niską cenę w stosunku do przedmiotu zamówienia, Zamawiający zwróci się do Wykonawcy z wnioskiem o wyjaśnienie w wyznaczonym terminie. Cenę uznaje się za rażąco niską i wymagającą obligatoryjnych wyjaśnień, jeżeli jest niższa, o co najmniej 20% od szacowanej wartości zamówienia lub średniej arytmetycznej cen wszystkich złożonych ofert. Zamawiający odrzuci ofertę Wykonawcy, który nie złożył wyjaśnień lub jeżeli dokonana ocena wyjaśnień wraz z dostarczonymi dowodami potwierdza, że oferta zawiera rażąco niską cenę w stosunku do przedmiotu zamówienia.
9. Wykonawcy ponoszą wszelkie koszty własne związane z przygotowaniem i złożeniem oferty, niezależnie od wyniku postępowania.
10. Oferta Wykonawcy musi zawierać następujące dokumenty:
1) Wypełniony formularz ofertowy (załącznik nr 1 wraz z załącznikami nr 2 i nr 3),
2) Wykonawca ma obowiązek wykazać, że ofertę podpisała osoba uprawniona – dołączając aktualny odpis z Krajowego Rejestru Sądowego oraz pełnomocnictwo do podpisania oferty, jeżeli uprawnienie do podpisania oferty nie wynika z innych dokumentów złożonych wraz z ofertą (jeśli dotyczy).

	6. 


	Informacje Dotyczące Wyboru Oferty/Opis Sposobu Wyboru Oferty

1. Oferta najkorzystniejsza zostanie wybrana spośród ofert niepodlegających odrzuceniu, na podstawie kryteriów wskazanych w części 3,4 oraz zał. nr3 zapytania ofertowego.
2. O wyborze najkorzystniejszej oferty Zamawiający zawiadomi niezwłocznie drogą elektroniczną wszystkie podmioty, które przesłały oferty w ustalonym terminie. Wykonawca, którego oferta zostanie wybrana zostanie wezwany do podpisania umowy.
3. Jeżeli Wykonawca, którego oferta została wybrana uchyla się od zawarcia umowy, Zamawiający może wybrać kolejną ofertę, najkorzystniejszą spośród pozostałych ofert.
4. Zamawiający zastrzega sobie możliwość dalszych negocjacji dotyczących wyłącznie ceny oferty z Wykonawcą, który złożył ofertę najkorzystniejszą w przypadku, gdy cena tej oferty przewyższa kwotę, jaką Zamawiający zamierza przeznaczyć na sfinansowanie zamówienia. W przypadku, gdy cena oferty przekracza budżet Zamawiający, postępowanie może zostać unieważnione z tego powodu.


	7. 
	Dodatkowe Informacje

1. Zamawiający zastrzega sobie prawo do unieważnienia prowadzonego zapytania, a także zastrzega sobie możliwość niedokonania wyboru w przypadku, gdy:
1) nie zostanie złożona żadna oferta;
2) zostanie złożona tylko jedna ważna oferta niepodlegająca odrzuceniu, w przypadku, jeśli wysłano zapytanie ofertowe do 3 potencjalnych wykonawców i nie opublikowano ogłoszenia o zamówieniu;
3) procedura wyboru oferty obarczona jest wadą niemożliwą do usunięcia uniemożliwiającą udzielenie zamówienia i zawarcie umowy.
4) Zamawiający zastrzega sobie prawo do unieważnienia postępowania na każdym etapie bez podania przyczyn. Z tego tytułu Wykonawcy nie przysługuje żadne roszczenie wobec Zamawiającego.
2. Niniejsze zapytanie ofertowe nie stanowi zobowiązania Caritas Polska do zawarcia umowy. 
3. Termin związania ofertą: 30 dni od zakończenia terminu składania ofert, bieg terminu związania ofertą rozpoczyna się wraz z upływem terminu składania ofert. 
4. Wykonawca zaakceptuje klauzulę, że otrzyma wynagrodzenie tylko za dostawy/usługi, które rzeczywiście zrealizował. 


	8. 
	Załączniki do zapytania

Następujące dokumenty stanowią załączniki do zapytania (wymienić wszystkie załączniki):
Zał. nr 1. Formularz ofertowy
Zał. nr 2 Oświadczenie o braku powiązań kapitałowych i osobowych
Zał. nr 3 Oświadczenie o spełnieniu warunków udziału w zapytaniu wraz z „Tabela oceny pkt”
Zał. nr 4 Oświadczenie RODO













Załącznik 1 do Zapytania ofertowego nr Z20/2025 dnia 30.10.2025 r.
Formularz Ofertowy

………………………………………dnia ……………………….roku
 (miejscowość)	                        	
FORMULARZ OFERTOWY
Dane Zamawiającego
Caritas Polska
Adres siedziby:
ul. Okopowa 55 
01 - 043 Warszawa 
telefon:	+48 22 3348500
e-mail: 	zakupy@caritas.org.pl
Dane Wykonawcy
Nazwa: 	
Adres: 	
NIP: 	
E-mail: .........................................., tel.: 	
I. Nazwa i nr zamówienia: 
ZAPYTANIE OFERTOWE/OGŁOSZENIE O UDZIELENIE ZAMÓWIENIA 
Nr Z20/2025 z dnia 30.10.2025 r.

II. Szczegóły dotyczące realizacji zamówienia:
Realizacja wybranych zadań zgodnie z Zapytaniem ofertowym pkt 2.1 

III. Oświadczam, iż zapoznałem się i akceptuję warunki dotyczące realizacji przedmiotu zamówienia przedstawione w zapytaniu ofertowym/ogłoszeniu o zamówieniu.
IV. Oferuję wykonanie przedmiotu zamówienia za kwotę:
Realizacja usługi
 
A) Cena za instalację i konfigurację (jednorazowy koszt początkowy)
analiza wdrożeniowa dot. zintegrowanego systemu informatycznego do zarządzania kryzysowego i incydentami bezpieczeństwa, szkolenia i inne jednorazowe koszty
za kwotę ……………………………………………..…………………….…….….…. zł brutto (z podatkiem VAT) 
(słownie: …………………………………….………………….………………….) brutto (z podatkiem VAT)
Cena powinna być określona przy uwzględnieniu odpowiedniej stawki podatku VAT oraz zawierać wszystkie koszty pośrednie oferenta.
 
 
B) Cena dot. opłaty licencyjnej za użytkowanie za 1 miesiąc (przy założeniu, że umowa zostanie podpisana na min 1 rok z możliwością jej przedłużenia)
Licencja pełna cena za 1 użytkownika (przy założeniu min. 150 użytkowników – cena powinna być skalkulowana w oparciu o liczbę min. 150 użytkowników)
za kwotę ……………………………………………..…………………….…….….…. zł brutto (z podatkiem VAT) 
(słownie: …………………………………….………………….………………….) brutto (z podatkiem VAT)
Cena powinna być określona przy uwzględnieniu odpowiedniej stawki podatku VAT oraz zawierać wszystkie koszty pośrednie oferenta.
 
 
C) Cena dot. SLA (Service Level Agreement) za 1 miesiąc (przy założeniu, że umowa zostanie 	podpisana na min 1 rok z możliwością jej przedłużenia)


Parametry zawarte w pkt 2 zapytania ofertowego:
Dostępność (produkcja):
· Moduły krytyczne (alarmy, rejestr incydentów): 99,9%/rok.
· Reszta usług: 99,5%/rok.
 
Pomiary i wyłączenia: definicja „uptime”, metryka niezależna, wyłączone planowe okna serwisowe i siła wyższa. Publiczna strona statusu.
· Okna serwisowe, zapowiedź ≥ 48 h, „zero-downtime” gdy możliwe.
 
Wsparcie i czasy reakcji (24/7 dla P1):
 
· P1 - Priorytet krytyczny (najwyższy): reakcja ≤ 15 min, obejście ≤ 2 h, naprawa ≤ 4 h.
· P2 - Priorytet wysoki: reakcja ≤ 1 h, naprawa ≤ 24 h.
· P3 - Priorytet średni (normalny): reakcja ≤ 8 h, naprawa ≤ 5 dni.
· P4 - Priorytet niski: wg. Planu

Prywatność/RODO: minimalizacja danych, zgody na geolokację, retencje i anonimizacja, rezydencja danych UE/PL. 

Ciągłość: backupy codziennie, testy odtwarzania kwartalnie, ćwiczenia alarmowe. Zarządzanie zmianą: wersjonowanie procedur, roll-back ≤ 15 min.


 
za kwotę ……………………………………………..…………………….…….….…. zł brutto (z podatkiem VAT) 
(słownie: …………………………………….………………….………………….) brutto (z podatkiem VAT)
Cena powinna być określona przy uwzględnieniu odpowiedniej stawki podatku VAT oraz zawierać wszystkie koszty pośrednie oferenta.
 
 
 
 
V. Akceptuję fakt, iż otrzymam wynagrodzenie tylko za usługi, które rzeczywiście wykonam.
VI. Załącznikami do niniejszego formularza ofertowego stanowiącego integralną część oferty są:
1. Aktualny odpis z Krajowego Rejestru Sądowego lub zaświadczenie o wpisie Wykonawcy do ewidencji działalności gospodarczej/wydruk z Centralnej Ewidencji i Informacji o Działalności Gospodarczej, wystawione nie później niż 2 tygodnie przed upływem terminu składania ofert oraz pełnomocnictwo do podpisania oferty, jeżeli uprawnienie do podpisania oferty nie wynika z innych dokumentów złożonych wraz z ofertą (jeśli dotyczy).
2. informacja o przetwarzaniu danych osobowych
3. oświadczenie o braku powiązań kapitałowych i osobowych
4. oświadczenie o spełnieniu warunków udziału w postępowaniu
 
5. ………………………………………… 
6. ………………………………………… 
 
 
 
 
 
…………………………dnia ………………..….r.
 (miejscowość)	
 
................................................ 
Pieczęć i podpis Wykonawcy
Załącznik 2 do Zapytania ofertowego nr Z20/2025 dnia 30.10.2025 r.
Oświadczenie o braku powiązań kapitałowych i osobowych



Oświadczenie o braku powiązań kapitałowych i osobowych


Ja niżej podpisany(a) 


.......................................................................................................................................................
oświadczam, że jako Wykonawca jestem/nie jestem (niepotrzebne skreślić) powiązany osobowo lub kapitałowo z Zamawiającym. 

Przez powiązania osobowe lub kapitałowe rozumie się wzajemne powiązania pomiędzy Zamawiającym lub osobami upoważnionymi do zaciągania zobowiązań w imieniu Zamawiającego lub osobami wykonującymi w imieniu Zamawiającego czynności związane z przygotowaniem i przeprowadzeniem procedury wyboru Wykonawcy a Wykonawcą, polegające w szczególności na: 
a) uczestniczeniu w spółce jako wspólnik spółki cywilnej lub spółki osobowej; 
b) posiadaniu co najmniej 10% udziałów lub akcji; 
c) pełnieniu funkcji członka organu nadzorczego lub zarządzającego, prokurenta, pełnomocnika; 
d) pozostawaniu w związku małżeńskim, w stosunku pokrewieństwa lub powinowactwa w linii prostej (rodzice, dzieci, wnuki, teściowie, zięć, synowa), w stosunku pokrewieństwa lub powinowactwa w linii bocznej do drugiego stopnia (rodzeństwo, krewni małżonka/i) lub pozostawania w stosunku przysposobienia, opieki lub kurateli.




 …………………………dnia ……………….r.
 (miejscowość)	

................................................ 
Pieczęć i podpis Wykonawcy





















Załącznik 3 do Zapytania ofertowego nr Z20/2025 z dnia 30.10.2025r. – Oświadczenie o spełnieniu warunków udziału w zapytaniu
 
 
Oświadczenie o spełnieniu warunków udziału w zapytaniu
POZACENOWE KRYTERIA OCENY 
 
 
 
 
Ja niżej podpisany(a) 
 
……………………………………………………..
 
oświadczam, że:
 
- firma którą reprezentuję dysponuje odpowiednim potencjałem organizacyjnym i osobami zdolnymi do wykonania zamówienia ………………(wpisać TAK lub NIE)


- firma którą reprezentuję prowadzi działalność od minimum 5 lat ………………(wpisać TAK lub NIE)

- firma którą reprezentuję dysponuje minimum 2 listami referencyjnymi ………………(wpisać TAK lub NIE)

 
- system będący przedmiotem zapytania ofertowego będzie posiadać następującą architekturę:
1. Moduł 1: Aplikacja mobilna (na systemy iOS i Android)……………… (wpisać TAK lub NIE)
2. Moduł 2: Panel administracyjny (dostępny przez przeglądarkę)……………… (wpisać TAK lub NIE)
3. Moduł 3: Aplikacja webowa (Centrum Zarządzania Kryzysowego)……………… (wpisać TAK lub NIE)
 
- system będący przedmiotem zapytania ofertowego będzie posiadać następujące cechy i funkcje: 
1. Pełne dostosowanie wizualne aplikacji do standardów identyfikacji wizualnej Caritas Polska ……………… (wpisać TAK lub NIE)
2. Brak limitu liczby użytkowników (pracowników i wolontariuszy) ……………… (wpisać TAK lub NIE)
3. Zapewnienie synchronizacji danych w czasie rzeczywistym pomiędzy wszystkimi modułami ……………… (wpisać TAK lub NIE)
4. Profile użytkowników z uprawnieniami zgodnymi z hierarchią w systemie zarządzania kryzysowego ……………… (wpisać TAK lub NIE)
5. Możliwość personalizacji ustawień, w tym tryb "override" dla alarmów (możliwość włączenia alarmu dźwiękowego mimo wyciszenia telefonu) ……………… (wpisać TAK lub NIE)
6. Powiadomienia push dla wszystkich typów komunikatów ……………… (wpisać TAK lub NIE)
7. Przejrzysta lista otrzymanych powiadomień ……………… (wpisać TAK lub NIE)
8. Alerty o zagrożeniach z możliwością geolokalizacji ……………… (wpisać TAK lub NIE)
9. Funkcja alarmowa (przycisk "SOS") do natychmiastowego zgłaszania zagrożenia ……………… (wpisać TAK lub NIE)
10. Możliwość zgłaszania zagrożeń (ze zdjęciem, opisem i lokalizacją ……………… (wpisać TAK lub NIE)
11. Geolokalizacja użytkowników i zgłaszanych zagrożeń na mapie ……………… (wpisać TAK lub NIE)
12. Nawigacja do wskazanych punktów (np. najbliższego schronu, miejsca zbiórki) ……………… (wpisać TAK lub NIE)
13. Baza wiedzy o bezpieczeństwie dostępna z poziomu aplikacji ……………… (wpisać TAK lub NIE)
14. Baza sił i środków dostępna z poziomu aplikacji ……………… (wpisać TAK lub NIE)
15. Edytor bazy siły i środków dostępny z poziomu aplikacji (dla uprawnionych użytkowników)……………… (wpisać TAK lub NIE)
16. Dostęp do obowiązujących procedur wraz z interaktywnymi checklistami ……………… (wpisać TAK lub NIE)
17. Checklisty zadań przypisanych do użytkownika ……………… (wpisać TAK lub NIE)
18. Panel do komunikacji i współpracy między zdefiniowanymi użytkownikami, zsynchronizowany z aplikacją webową ……………… (wpisać TAK lub NIE)
19. Zarządzanie kontami użytkowników, ich rolami i poziomami uprawnień (np. administrator, kierownik, członek zespołu) ……………… (wpisać TAK lub NIE)
20. Możliwość tworzenia niestandardowych ról zgodnie ze strukturą Caritas Polska ……………… (wpisać TAK lub NIE)
21. Konfiguracja dostępu do poszczególnych modułów i funkcji dla różnych ról ……………… (wpisać TAK lub NIE)
22. Definiowanie typów komunikatów (informacyjne, ostrzegawcze, alarmowe), zadań i zagrożeń ……………… (wpisać TAK lub NIE)
23. Zarządzanie szablonami gotowych komunikatów i checklist ……………… (wpisać TAK lub NIE)
24. Definiowanie lokalizacji (punktowe, obszarowe) i powiązanie ich z użytkownikami ……………… (wpisać TAK lub NIE)
25. Oznaczanie stałych punktów na mapie (np. punkty ewakuacyjne, strefy bezpieczeństwa) ……………… (wpisać TAK lub NIE)
26. Monitoring aktywności i logów systemowych ……………… (wpisać TAK lub NIE)
27. Centralny rejestr i edytor bazy wiedzy, procedur, instrukcji, scenariuszy zagrożeń i ćwiczeń ……………… (wpisać TAK lub NIE)
28. Baza sił i środków dostępna z poziomu panelu administracyjnego ……………… (wpisać TAK lub NIE)
29. Edytor bazy siły i środków dostępny z poziomu panelu administracyjnego (dla uprawnionych użytkowników)……………… (wpisać TAK lub NIE)
30. Synchronizacja zarządzanych treści z aplikacją mobilną i webową ……………… (wpisać TAK lub NIE)
31. Centralny widok umożliwiający monitorowanie statusu użytkowników, zgłoszeń, zadań, powiadomień i alarmów w czasie rzeczywistym ……………… (wpisać TAK lub NIE)
32. Wizualne wskaźniki poziomu gotowości i kluczowych metryk, w tym stanu i przydziału sił i środków ……………… (wpisać TAK lub NIE)
33. Moduł do tworzenia ocen ryzyka i analiz zagrożeń (w tym matryca ryzyka), w tym wstępnego przydziału sił i środków……………… (wpisać TAK lub NIE)
34. Narzędzia do opracowywania planów reagowania na różne scenariusze w tym wstępnego przydzielenia sił i środków ……………… (wpisać TAK lub NIE)
35. Wirtualna przestrzeń robocza dla zespołów kryzysowych ……………… (wpisać TAK lub NIE)
36. Tablice Kanban i dashboardy do monitorowania postępu działań ……………… (wpisać TAK lub NIE)
37. Możliwość tworzenia, przypisywania i śledzenia zadań w czasie rzeczywistym ……………… (wpisać TAK lub NIE)
38. Możliwość przydzielania sił i środków do zadań ……………… (wpisać TAK lub NIE)
39. Podgląd statusu realizacji zadań i priorytetów zespołu ……………… (wpisać TAK lub NIE)
40. Czat alarmowy do szybkiej komunikacji w sytuacjach kryzysowych ……………… (wpisać TAK lub NIE)
41. Wysyłanie komunikatów indywidualnych i masowych (SMS, push) z wykorzystaniem predefiniowanych szablonów ……………… (wpisać TAK lub NIE)
42. Integracja z Regionalnym Systemem Ostrzegania (RSO) oraz Alertem RCB ……………… (wpisać TAK lub NIE)
43. Interaktywna mapa do śledzenia lokalizacji zagrożeń i użytkowników oraz przydzielonych użytkownikom sił i środków .……………… (wpisać TAK lub NIE)
44. Możliwość przeglądania i obsługi zgłoszeń przesyłanych z aplikacji mobilnej bezpośrednio na mapie ……………… (wpisać TAK lub NIE)
45. Automatyczne rejestrowanie wszystkich działań, komunikatów i decyzji oraz stanu i przydziału sił i środków ……………… (wpisać TAK lub NIE)
46. Moduł do tworzenia raportów po incydencie ……………… (wpisać TAK lub NIE)
47. Eksport raportów do formatów PDF, XLSX, DOCX ……………… (wpisać TAK lub NIE)
48. Moduł statystyczny do analizy danych historycznych.……………… (wpisać TAK lub NIE)

· firma którą reprezentuję ma możliwość wprowadzenia opcjonalnej (pożądanej) funkcji w formie:
A) lokalizowania użytkowników w budynkach z wykorzystaniem istniejącej infrastruktury sieciowej (np. punkty dostępowe Wi-Fi). ……………… (wpisać TAK lub NIE)
B) dostępu do kluczowych funkcji aplikacji mobilnej (np. procedury, checklisty) bez aktywnego połączenia z internetem (tryb offline) ……………… (wpisać TAK lub NIE)


- firma którą reprezentuję zobowiązuje się do regularnego tworzenia kopii zapasowych danych systemu ……………… (wpisać TAK lub NIE)


- firma którą reprezentuję gwarantuje, że system będzie zbudowany w sposób umożliwiający dalsze prace rozwojowe i rozbudowę o nowe funkcje zgodnie z potrzebami Caritas Polska w formie:
- pełnej elastyczności.……………… (wpisać TAK lub NIE)
- częściowej elastyczności.……………… (wpisać TAK lub NIE)
- braku elastyczności.……………… (wpisać TAK lub NIE)



- firma którą reprezentuję udziela gwarancji dostępu do przyszłych wersji i aktualizacji aplikacji w ramach licencji ……………… (wpisać TAK lub NIE). Gwarancja ta będzie:

· pełna……………… (wpisać TAK lub NIE)
· warunkowa……………… (wpisać TAK lub NIE)
· brak gwarancji……………… (wpisać TAK lub NIE)

- firma którą reprezentuję, udzieli licencji dostępu na okres 12 miesięcy od dnia wdrożenia wersji finalnej, z możliwością przedłużenia.……………… (wpisać TAK lub NIE)

 
- firma którą reprezentuję w czasie ………..(wpisać liczbę m-cy) m-cy wdroży system będący przedmiotem zapytania ofertowego

- firma którą reprezentuję posiada prototyp/MVP systemu.……………… (wpisać TAK lub NIE)
 
- firma którą reprezentuję przeprowadzi szkolenia w biurze Zamawiającego z udziałem szkoleniowca:
- onboardingowe i z optymalizacji pracy ……………… (wpisać TAK lub NIE)
- albo onboardingowe albo z optymalizacji pracy ……………… (wpisać TAK lub NIE)
- nie przeprowadzi żadnego z ww. szkoleń w biurze Zamawiającego ……………… (wpisać TAK lub NIE)


- firma którą reprezentuję przeprowadzi warsztaty przedwdrożeniowe ……………… (wpisać TAK lub NIE)
 
- firma którą reprezentuję ma doświadczenie we współpracy z podmiotami z sektora NGO………. (wpisać TAK lub NIE) 


- firma którą reprezentuję udzieli wsparcia technicznego Zamawiającemu w formie dedykowanego opiekuna technicznego ……………… (wpisać TAK lub NIE), które będzie:
 
· bezpłatne ……………… (wpisać TAK lub NIE)
· częściowo płatne ……………… (wpisać TAK lub NIE)
· wyłącznie płatne ……………… (wpisać TAK lub NIE)
 
- firma którą reprezentuję udzieli wsparcia technicznego Zamawiającemu w dniach roboczych,  
w godzinach ……………………………….(wpisać zakres godzin np. 24/7 lub np. 7:00-17:00)
  
- system będący przedmiotem zapytania ofertowego będzie zapisywał działania użytkowników w systemie w zakresie:
kompleksowy zbiór danych ……………… (wpisać TAK lub NIE)
podstawowy zbiór danych (logowania do systemu, odwiedzane widoki / działy / strony / zakładki) ……………… (wpisać TAK lub NIE jeżeli powyżej jest wpisane NIE)

- firma którą reprezentuję zapewni:
- wszystkie wymagania niefunkcjonalne i SLA wymienione w pkt. 2 zapytania ofertowego ……………… (wpisać TAK lub NIE)



 
 
 
 
 
 
 
…………………………dnia ……………….r.
 (miejscowość)	
 
............................................ 
Pieczęć i podpis Wykonawcy

 



TABELA DO ZAŁĄCZNIKA NR 3
POZACENOWE KRYTERIA WYBORU

 
Oświadczam, że: 
[_] spełniam poniższe kryteria udziału w zapytaniu
[_] dysponuję osobami które spełniają poniższe kryteria 
(proszę właściwe zakreślić):



	Lp.
	Kryteria
	Liczba punktów możliwych do uzyskania
	Ranga
1=niska
2=średnia
3=wysoka

	1.
	Architektura systemu
	10 pkt – wszystkie elementy
5 pkt – dwa elementy
0 pkt – jeden element
	3

	2.
	Funkcjonalność systemu
	10 pkt – wszystkie funkcje
5 pkt – min 24 funkcje
0 pkt – mniej niż 24 funkcje
	3

	3.
	Czas wdrożenia
	10 pkt – max. 4 mies.
5 pkt – 4-6 miesięcy
0 pkt - powyżej 6 miesięcy
	3

	4.
	Posiadany prototyp/MVP systemu
	10 pkt – posiada prototyp
0 pkt – nie posiada prototypu
	3

	5.
	Gwarancja dostępu do przyszłych wersji i aktualizacji aplikacji w ramach licencji.

	10 pkt - całkowita gwarancja
5 pkt – warunkowa gwarancja
0 pkt – brak gwarancji
	3

	6.
	Świadczenie pomocy technicznej przez cały okres trwania licencji.
	10 pkt - bezpłatnie
5 pkt - częściowo płatnie
0 pkt - wyłącznie płatnie
	3

	7.
	Możliwe dalsze prace rozwojowe i rozbudowa o nowe funkcje zgodnie z potrzebami Caritas Polska.
	10 pkt - pełna elastyczność rozwoju
5 pkt - częściowa elastyczność rozwoju
0 pkt – brak elastyczności rozwoju
	2

	8.
	Wymogi niefunkcjonalne i SLA
	10 pkt - spełnienie wszystkich wymogów
0 pkt - niespełnienie wymogów
	2

	9.
	Zapewnienie regularnego tworzenia kopii zapasowych danych. 

	10 pkt – Tak
0 pkt - Nie
	2

	10.
	Szkolenie w siedzibie Caritas Polska
	10 pkt – onboardingowe i optymalizacyjne
5 pkt – onboardingowe lub optymalizacyjne
0 pkt – albo onboardingowe albo optymalizacyjne
	2

	11.
	Funkcje z zakresu opcjonalnych (pożądanych)
A)lokalizowanie użytkowników w budynkach z wykorzystaniem istniejącej infrastruktury sieciowej (np. punkty dostępowe Wi-Fi)
B) dostęp do kluczowych funkcji aplikacji mobilnej (np. procedury, checklisty) bez aktywnego połączenia z internetem (tryb offline
	10 pkt - zarówno lokalizacja użytkownika aplikacji mobilnej wewnątrz budynków oraz tryb offline
5 pkt – albo lokalizacja użytkownika aplikacji mobilnej wewnątrz budynków albo tryb offline
0 pkt – brak funkcji z zakresu opcjonalnych
	1















…………………………dnia ……………….r.
 (miejscowość)	


................................................ 
Pieczęć i podpis Wykonawcy




Załącznik 4 do Zapytania ofertowego nr Z20/2025 z dnia 30.10.2025r. – Oświadczenie RODO

PRZETWARZANIE DANYCH OSOBOWYCH
I. Dane osobowe 
Caritas Polska z siedzibą w Warszawie przy ul. Okopowej 55, 01-043, Warszawa jest Administratorem Pani/Pana danych osobowych.  Administrator wyznaczył Inspektora ochrony danych, z którym możesz się skontaktować pisemnie na adres: Caritas Polska, ul. Okopowa 55, 01-043 w Warszawie lub elektronicznie na adres iodo@caritas.org.pl 
Pani/Pana dane osobowe Administrator uzyskał od podmiotu, który Pani/Pan reprezentuje lub od Pani/Pana bezpośrednio.  
Pani/Pana dane osobowe będą przetwarzane w celu:
a) przeprowadzenie procedury Zapytania Ofertowego/Ogłoszenia o udzielenie Zamówienia, z Pani/Pana udziałem lub podmiotu który Pani/Pan reprezentuje - art. 6 ust. 1 lit. b) RODO lub art. 6 ust. 1 lit. f) RODO; 
b) ewentualnego ustalenia lub dochodzenia roszczeń lub obrony przed roszczeniami- art. 6 ust. 1 lit. f) RODO; 
c) wykonania obowiązków prawnych Caritas Polska (sprawy podatkowe, rachunkowe, ubezpieczeń społecznych) - art. 6 ust. 1 lit c) RODO. 
Będziemy przetwarzać następujące rodzaje danych: imię, nazwisko, służbowy adres e-mail, służbowy numer telefonu, miejsce pracy, stanowisko/ pełniona funkcja. 
Pani/Pana dane mogą być przekazywane podmiotom uczestniczącym w danym projekcie lub działającym na zlecenie Administratora (kurierzy, poczta, dostawcy usług IT, firmy audytorskie, kancelarie prawnicze, ubezpieczyciele, banki, personel Administratora). Pani/Pana dane mogą być też przekazywane organom władzy publicznej lub organom ścigania. Przekazywanie danych opiera się w oparciu o umowy powierzenia lub przepisy prawa powszechnie obwiązującego.  
Pani/Pana dane będą przetwarzane do czasu zakończenia Procedury lub do czasu wykonania Umowy, upływu okresów określonych w przepisach prawa powszechnie obowiązującego lub do przedawnienia ewentualnych roszczeń wynikających z umowy. 
Przysługują Pani/Panu, w zależności od podstawy przetwarzania prawo do żądania od Administratora dostępu do Pani/Pana danych osobowych oraz uzyskania ich kopii, a także sprostowania, usunięcie, ograniczenia przetwarzania Pani/Pana danych. 
Przysługuje Pani/Panu prawo do wniesienia sprzeciwu, jeżeli jedyną podstawą przetwarzania danych będzie prawnie uzasadniony interes Administratora.
Ma Pani/Pan prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych, jeśli Pani/Pana zdaniem dane były przetwarzane niezgodnie z prawem.  
Caritas Polska informuje, że nie będzie profilować Pani/Pana danych osobowych i nie będzie podejmować decyzji w oparciu o wyłącznie zautomatyzowane przetwarzanie danych (bez udziału człowieka).  Podanie danych jest dobrowolne, lecz ich niepodanie uniemożliwi zawarcie i wykonanie umowy. 

…………………..………dnia …………..…….r.
 (miejscowość)	
................................................ 
Pieczęć i podpis Wykonawcy
